Terms and Conditions Governing the Use of BCMS Certification
Mark

C.1  Purpose

1 The purpose of this Schedule is to describe how BCMS scheme certification
and service marks maybe used and referred to by other parties.

C.2 Policy

2 Any BCMS Scheme certification and service marks and accompanying text
authorized for use by CYBERSECURITY MALAYSIA certified organisations
shall:

a. be traceability back to CYBERSECURITY MALAYSIA;
b. contain no ambiguity:

i. as to what has been certified; and

i. which certification body has granted the certification;

c. not be used on a product or product packaging seen by the consumer or
in any other way that may be interpreted as denoting product conformity.

3 CYBERSECURITY MALAYSIA does not permit its BCMS Scheme certification
and service marks to be applied to laboratory test, calibration or inspection
reports, as such reports are deemed to be products in this context.

4 CYBERSECURITY MALAYSIA is responsible for exercising proper control of
ownership over its BCMS Scheme certification and service marks and shall take
action to deal with incorrect references to certification status or misleading use
of certification documents, marks or audit reports.

C.3 BCMS Scheme Certification Mark

5 An organisation that has been certified under BCMS Scheme rules as meeting
its BCMS certification scope may carry the BCMS Scheme certification mark as
shown in Figure 1.

Certified to ISO 22301:2019

CERT NO.: xxx-BCxxx
Figure 1: BCMS Scheme Certification Mark
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C.4 BCMS Scheme Service Mark

6 The BCMS Scheme service mark, as shown in Figure 2 below, is to be used to
identify, advertise, and market services which are performed by the BCMS
Scheme certification body, or other parties in conjunction with the BCMS
Scheme.

(o)

Figure 2: BCMS Scheme Service Mark

C.5 Conditions of Use of the Certification Mark
7 CyberSecurity Malaysia requires its client organisations to:

a. conform to the requirements of BCMS Scheme when making reference
to its certification status in communication media such as the internet,
brochures or advertising, or other documents;

b. use the issued certificate in documentation or marketing material for the
certified organisation’s BCMS scope by reproducing the entire certificate
in an accurate and readable form;

c. not make or permit any misleading statement regarding its certification;

d. not use or permit the use of a certification document or any part thereof
in a misleading manner;

e. upon suspension or revocation of its certification, discontinues its use of
all advertising matter that contains a reference to certification, as
directed by the certification body;

f. amend all advertising matter when the scope of certification has been
reduced,;
g. not allow reference to its management system certification to be used in

such a way as to imply that the certification body certifies a product
(including service) or process;

h. not imply that the certification applies to activities that are outside the
scope of certification; and

i. not use its certification in such a manner that would bring the certification
body and/ or certification system into disrepute and lose public trust.
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C.6 Form, size and colour of the Certification Mark

8 The Certification Mark is as shown in Figure 3. It shall be reproduced and shall
be reprinted according to the following specifications:

a. in black and white as shown in Figure 4; or

b. in colours coding as shown in Figure 5; or

c. in a size for any uniformly enlarged or reduced, which make all the words
of the Certification Mark clearly distinguishable.

9 When used on paper, it may also be embossed or stamped.
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Figure 3: The Certification Mark in Colour
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Figure 4: The Certification Mark in Black-and-White

C=00,M=47,Y=100,K=00
. C=03,M=03,Y=03,K=56

Note: C = Cyan M = Magenta Y = Yellow K = Black

Figure 5: The Color Coding for the Certification Mark
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